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In today’s IT job market, security is viewed as a key component of a computer science graduate’s
competencies, since security must be integrated into all software products. The aim of the article is to
present practical tasks, the inclusion of which in the student training system will help them acquire the
skills relevant for a software developer in integrating security into software products.

Traditionally, the security of software products was viewed as a separate phase of the development life
cycle and was implemented by a separate security team. Modern software development requirements
call for maintaining security measures at every stage of the software product life cycle. This is
achieved, in particular, through the introduction of the DevSecOps methodology, which integrates
security practices into the DevOps process. Students who have been introduced to DevOps technology
during classes on collaborative software development are asked to create a new project on GitLab and
reproduce all stages of the software development process. While completing each task, students must
implement the corresponding security measures: ensure secure access control, configure project
privacy settings, maintain secure work with local repository copies, define automated CI/CD stages,
manage version control, and more.

According to the authors, completing these tasks helps students develop an understanding that security
measures are an integral part of the software development and deployment process within the
DevSecOps strategy. It was concluded that using tasks involving software product development based
on the DevSecOps methodology aligns students’ learning activities as closely as possible with real-
world working conditions in an IT company. Further research can be directed toward the development
of tasks for interdisciplinary comprehensive learning projects that maximize consideration of the needs
of modern students and the demands of the labor market.

Keywords: data protection; information security; software quality control; software life cycle; collaborative
development; software pipeline; DevSecOps; GitLab; professional training of computer science specialists;
professional competencies.

VY cyyacHHX yMOBax CTPIMKOI'O 3pOCTaHHs Kibep3arpo3 — Bijl BUTOKIB JaHHUX O 3arpo3
3 Ooky xakepiB, puHOK [T-mpari BucyBae mocuieHi BUMOTH 10 KBamiikaiii ¢axiBIiB 3
KOMIT'IOTEPHUX HayK y po3pi3i KkiOepOesneku. BinmoBigHO 10 aHAMITUKH CHIJIBHOTH
pOrpamicTiB moa0 craHy Bakauciii B IT-punky [1], momut Ha daxiBiiB i3 kibepOe3mneku
CTaOUTIBHO 3POCTA€E, a TAKOXK 3POCTAIOTh BUMOTH J0 0013HAHOCTI B MUTAHHAX 1H(POpMAIIHHOI
Oesneku B ycix ¢axiBuiB IT-ramysi. OTxe, pO3LIUPIOETHCS KOJO AKTyaJbHUX MUTaHb 13
3axucty/0e3neku nporpamuux npoayktiB (I1I1) Ta nanux, sxi moTpiGHO BpaxyBaTu y ImpoIeci
MiArOTOBKH (haxiBIIiB.

Excneptu MixkHapoHOi Acowialnii 00UnCIIIOBaIbHOI TEXHIKM PO3TJIsLAal0Th Oe3neKy
SK KIIOUYOBUH KOMIIOHEHT KOMIIETEHTHOCTEW BHUITyCKHHKAa 3 KOMIT IOTEPHHX HayK 1
HaroJIOIyIoTh Ha TOMY, 100 Oe3meka Oyna BOyZoBaHa B yci ixHI poOodi MPOAYKTH [2,
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C. 255]. Tomy ocobnuBoi yBaru morpedye po3poOKka MPAKTHYHUX 3aBaHb, BAKOHAHHS SKUX
JONIOMOJKE CTYACHTaM, sIKi II1e He MaroTh npodeciiinoro nocsiny creopenns 111, chopmyBaru
Taki KOMIIETEHTHOCTI Ta YCBIJOMHTH HEOOXIAHICTh 3aCBOEHHS TEOPETHYHHX ITHTaHb,
OB’ SI3aHUX 13 IPOEKTYBAHHSAM, PO3pOOKOIO Ta 00CIIyroByBaHHAM cucteM 3axucty [1I1.

[Ipo 3pocranus kinbkocti BpazimmBocTeit [1I1 Ta cepiio3ny 3arpo3y nux BpazIMBOCTEH
IUIs ypSAAOBUX Ta NMPUBATHUX OpraHi3amid, i, BiAMOBIAHO, MPO HEOOXIAHICTH OpraHi3amisMm
BIIPOBAJKYBATH MUTAHHs OE3MEKH B MPOIeC PO3pOOKH CBOIX JOJATKIB 3 METOIO 3aro0iranHs
nopyueHHsM Ta norymonenns 3axucty I1I1 3a3nagaerbes y poboti B. Cycykaiina [3].

AHani3 OoCTaHHIX JOCHIKEeHb 1 MyOJiKalii, mokasye, mo mnpoOiema MiArOTOBKU
MaiiOyTHIX (axiBIIB Ta NIJABUILNEHHA KBamiikamii BXKe MpallOl0YMX CIEeLlalTiCTIB
3aIMIIAEThCs akTyanbHOw. Tak y mocmimkenHi M. Minoiikosuu (Milojkovi¢) Ta in. [4]
HABEJICHO pe3yJIbTaTH ONUTYyBaHHs KepiBHUKIB 38 IT-koMmaHiil 3 4OTHpPHOX €BPONEHCHKHUX
kpaiH (Cep0ii, bonrapii, [Tonpii, YkpaiHu) CTOCOBHO KOHKPETHUX HaBUUYOK, HEOOXITHUX IS
npod IO eKcIiepTa 3 BEIUKUX JaHWUX. B pe3ynbrari JoCiKEeHHs 30KpeMa 3’ sICyBajocs, 110
st IT-paxiBiiB, sKi Tpamiol0Th 3 BETUKUMH JaHUMH, BAXJIMBUMHU € KOMIIETEHTHOCTI B
rainy3i iHpopMmaniiiHoi Oe3neKu, Takl sIK: 3aCTOCOBYBATH MEXaHI3MU Ta 3aCO0M KOHTPOJIIO
Oe3leKu JaHUX Ha KOXKHOMY eTami iX OOpoOKH, yNpaBisTH Ta BIPOBAKYyBaTH 3aco0Ou
kiOepOe3neku, po3pobsaATu cTparerii iHpopMmauiiiHoi Oe3neku, 3aiiicHioBaTH 3axuct IT-
aKTUBIB TOIIIO.

[IpobnemMu  BHpOBa/KEHHsS OE3MEKH y MPOIYyKT-OPIEHTOBaHY pO3poOKy 3
BUKOPHUCTAHHSIM 1HCTPYMEHTIB PO3MOIIJIEHOT KOMaH/IHOI ITU(POBOI B3aEMOIT JTOCIIIKYEThCS
y crarti O. MakapoBa Ta iH. [5]. ABTOpr OOTrOBOPIOIOTH MUTAHHS KOHTPOJIO 1 YIPaBIIiHHS
Oesrekor0 Ta pusukamu y DevOps-poriecax mig 4ac po3pOOJICHHS HayKOMICTKHX
TEXHOJIOTIYHUX TMPOAYKTIB Ta BCTAHOBIIOIOTH BIAMOBIAHICTE MDK IUIAMH YIPaBIIHHS
CTpaTeriel0 OEe3MEeKH y METOOJOTIIX BHUPOOHWYUX TMPOIECIB 3a CIUIBHOT KOMaHIHOL
B3aemoii «Bumwuii HaBuanpHUN 3akian — bizHec» 13 HUIAMH Ta 3aco0aMM yIpaBJiHHS
DevOps.

Crarrs Anbs Xamimi (Al Hashimi) ta in. [6] mpucBsiueHa mpeaCTaBICHHIO HOBOTO
crocoOy ImiABUINCHHS KBaTidikaiii KoMaHa po3pOOHUKIB /Il JOCITHEHHSI HAWBHIIIOTO PiBHS
oe3reku nporpamuoro 3abesnedenns (I13), ToOTo HaeThes po PO3pOOKY MOJEII MPUUHATTS
pillleHb, BUKOPUCTAHHS SKO1 JO3BOJUTH KEPIBHUKAM MPOEKTIB Ta 3al[iKaBICHUM CTOPOHAM
BU3HAYUTH BIAMOBIMHI cepr, HEOOXimHI JUIS TOKpAIIeHHS, Ta PO3POOUTH TIpaBUIbHI
cTparerii Ta Ail Ay GopMyBaHHS Oesneunoi ma 3pinoi Kyiemypu po3pobku. Y poboti B.
Cycykaiina [3], sika NPUCBSIYEHA MOCHIDKCHHIO MOMKJIMBOCTEH BHUKOPHCTAHHS ITIIXOIY
DevSecOps ans aHanizy cyyacHHX 3arpo3 iHdopmailiifHOi 06e3MeKd B KOHTEKCTI BaXKIMBHUX
CKJIQIOBUX LBOTO MIAXOMy, TaKOX 3a3HAYAEThCS HEOOXIAHICTh MOCTIMHOrO HaBYAHHS
KOMaH/IM 3 IUTaHb iHQOpMaIiiHOT Oe3MeKH.

VY nochimkenni C.-®. Berb (Wen) [7] Harosomnyerscesi, 1o mpobiemu 3 6e3nexoro 113
3HAYHOIO MIpOI0 BUHHMKAIOTh 4epe3 Opak 3HaHb moao 3axucty I[I3 cepexn po3poOHUKIB 3
PI3HUM JIOCBiZIOM Ta piBHEM MiArOTOBKU. BimMiuaerbes, mo 0e3 pyHIaMEeHTaIbHUX 3HAHb 3
0e3rneKu po3poOHUKH BCe IIe MOXKYTh HanMamTyBatu cBoe [13, oHaK BOHU HE 3aBXKIU MOXKYThb
BUSIBJIITH TPOOJEeMH TiJ 4Yac KOAYBaHHSA HECIpaBHOCTEW abo po3Mi3HaBaTH BPa3IMBOCTI
TiCJIS] BUSBJICHHSL.

B pob6ori O.Baxymu [8] mnpomonyerhcs BuB4atH Temy «besneka sk kom»,
BUKOPUCTOBYIOUH MIKIUCIUIUTIHAPHUH minxia. CTBEpAKY€EThCs, 10 BKIFOUEHHS 1€l TEMU «B
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pi3HI JNUCHMIUIIHM, Taki SK MPOrpaMyBaHHS, CHCTEMHE aJMIHICTPYBaHHS, YIPaBJIiHHS
MIPOEKTAMU JI03BOJISIE CTyIEHTaM OAaYMTH LUTICHY KapTHHY Ta PO3YMITH BaXKJIMBICTh O€3MEKU
B yCIX acreKkTax».

Takum YmHOM MiArOTOBKA (haxiBIIB 3 KOMIT IOTEPHUX HAyK 3 MUTaHb OE3IMEKU €
JOCUTPH aKTyaJbHOIO.

Merta cTaTTi — NpencTaBieHHs MPAaKTHYHUX 3aBAaHb 3 BUKOpUcTaHHAM DevSecOps-
MPAKTUK, BKIIOYEHHS SKUX Yy CHUCTEMY MiATOTOBKM CTYJCHTIB JIOTIOMOXE iM OIaHyBaTh
aKTyaibHi i po3poonuka [T HaBuuky iHTErpanii 6e3neKu y mporpaMHi IpoIyKTH.

Inest BpoBamkennst DevSecOps-nipaktuk B mpotec po3poOku I11 mix wac mpakTiHaHOi
MIITOTOBKK OakanaBpiB Ha cremiadbHOCTI «KoMI'toTepHI HayKW» BUHHUKIA 3 JIOCBITY
BHUKJIQJIaHHS Ta chopmyBanach B Ipolieci 0OTOBOPEHHS BIAMOBIAHOI OCBITHBO-TIPOGECIHHOT
nporpamu (OIIII) 31 crelikxonaepamu Ta ctyaeHtamu. [lix yac mpoxomkenns «HaBgyanbHOI
MPaKTUKW 3 OpraHizauii KOMaHgHOi pOOOTH MpH Po3poOll MPOrpamMHOro 3abe3nedeHH»
CTYJEHTH crieniaabHoCTI « KoM I0TepH1 HayKW» O3HAMOMIIIOIOTHCS 31 CTpaTETier0 CHiBIIpalli
MK TEXHIYHUMH KOMaHIaMH, 3aTy4eHuMu 10 po3pookw 111, sika orpumana HazBy — DevOps
(Development & Operation). L{s cTparteris 3a0e3nedye eQpeKTUBHY B3aEMOJIIIO Ta MOI0TaHHS
130151011 MK po3poOHUKaMU Ta (axiBUAMU 1HPOPMAIIITHO-TEXHOIOTTYHOTO 00CITyrOByBaHHS
[9]. DevOps peanizyeTbcs 4epe3 HHU3KY MPAKTHK, IO MOEIHYIOTH B €001 MeTomoJorii Ta
IHCTPYMEHTH 3 METOI0 IOKpallleHHd # TNpHUIIBUIIIEHHS MpPOLECiB PO3poOKU, 301pKH,
posropranns i monitopunry III1, a Takox migBuieHHs horo skocti [10-12]. Crparerist
DevOps TeXHIYHO peami3yeThCsl depe3 Koueecp npozpamHolo 3abesneuenns (pipeling) —
MpoLEC, M0 BUKOPUCTOBYE aBTOMATHU3AIlI0 Ta IHCTPYMEHTH AJIsl MOJIETIIEHHS PYyXy uepe3
KOXHY a3y xutreBoro mukity po3pooku I1I1. J{ns BukoHaHHS 3aBlaHb MPAKTHUKU CTyJIEHTaM
MPOTOHYEThCsl BUKOopucToByBaTH GitLab — BeOMmeHemkep cxoBuma Git, SKuii HaJae KOHBEEP
MpOrpaMHOro 3a0e3nedeHHs Ta iHI (QYHKIIIT, 110 J0TToOMaralTh KEPYBAaTH )KUTTEBUM ITUKIIOM
po3poOku III1. Takum ymHOM, CTYJIeHTH HaOyBalOTh HABUYOK KOMAHJHOI pOOOTH IiJl 4Yac
HOro CIHUTBHOT PO3POOKH, BUKOPHUCTOBYIOYM MOJKJIMBICTh OJHOYACHO TIPAIFOBATA HaJ
OKpeMUMHU (parMEeHTaMH KOJIy, HE IEepepUBalOYM IHIII €Tamd TpoIecy pO3poOKH Ta
TECTyBaHHS.

[Ipu BuUBYEHHI mucuMILIIHA «3axucT iH(opmalii» Ha crnemianbHOCTI «KoMir totepHi
HayKW» JIOIUIBHO PO3IJISIHYTH MUTaHHS 3axucty pospodmoBanoro III1 Bim momuok,
Bpa3IUBOCTEH, HEKOHTPOJILOBAHUX 3MiH Ta MOTEHI[INHUX Jiil 3JI0BMHUCHHUKIB, CIIPIMOBAHHUX Ha
HOT0 KOMITIPOMETAITI0, CIIUPAIOYMCh Ha OTPUMaHHUK 10cBix podoTu 3 DevOps.

Tpamumiiino 6e3neka III1 posrasganack sk okpema (aza KUTTEBOTO LUKIY HOTO
pO3pOOKM Ta BIPOBA/KYBalach OKpeMolo KkoMaHjowo Oesmeku [13]. Takum uuHOM,
BpA3IUBOCTI Ta PU3MKKU O€3MEeKH MOIIM 3anuiiatucsa 0e3 yBaru abo ycyBaTHCS HAATO Mi3HO
MiJ 4ac po3poOKH, 10 B MOAAIBIIOMY MOIJIO HMPU3BECTH 10 HEOOXITHOCTI BIPOBAIKEHHS
JOPOTUX Ta TPYAOMICTKUX pillleHb 13 3a0e3MeueHHsl Oe3MeKH B CyYaCHHX yMOBAaX 3pPOCTaHHS
4acTOTH Ta CKJIaAHOCTI KiOep3arpo3. OOHHM i3 CydacHUX MIAXOJIB, SIKUH HIATPUMYIOTh
¢axiBui 3 kommanii Google, 1 3 sKUM, Ha AYMKY aBTOpIB, CIiJ O3HAWOMIIIOBATH 3700yBauiB
BHUIIO] OCBITH, € 3arpoBaeHHs: MeTooorii DevSecOps, sika iHTerpye npakTUKu O0e3neKku B
npouec DevOps 1 3abe3neuye peamizallito Ta MIATPUMKY 3aXOJIiB 3aXMCTy Ha BCIX eTamax
KHUTTEBOTO HUKITYy po3podku I13 [14, 15]. DevSecOps miaTpuMye NpUHIMN «Oe3meKa
nepeaycim», nependavarouu ii IHTErpalilo Ha paHHIX eTamax po3poOKH, TOOTO 3MiLllEHHS
¢dokycy 6e3nexn «BIiBO» — Bij (hiHaNbHOI cTajli 0 MoYaTKy npouecy ctBopenHs [13.
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ABTOMAaTH3aIlil0 OUTBIIOCTI MPOIECIB TECTyBAaHHS Ta MEPEBIPKA KOAY Ha HASBHICTh
BpasnmuBocTerd B crparerii DevSecOps 3a0esnedye KOHBEEp MPOTPaMHOrO 3a0e3MeUeHHS
CI/CD (Continuous Integration / Continuous Delivery and Continuous Deployment). Llei
MpOLIeC TapaHTye TMOCTIAOBHICTh TepeBipku Oe3meku Ta QyHkmioHamsHOCTI [II1 Ha Takux
dazax IKUTTEBOrO IMKIY WOro pO3poOKH, SIK HAmUCaHHS KOy, 30ipKa, TeCcTyBaHHS,
pPO3TOpTaHHS Ta OHOBJICHHS. Y KOHBEEpPAX IPOrPaMHOrO 3a0€3MEYCHHs aBTOMAaTH3allis
BiZlirpae BUpimanbsHy poib. [lo-nepie, mporpamue 3abe3neueHHsl, Mo po3pOOISETHCS, MEHII
Bpa3MBE /O JIIOJCHKAX IMOMMJIOK, KOJM aBTOMAaTH30BaHO TaKi 3aBJaHHS, SK IEpeBipKa
Oe3neku Ta (yHKUIOHANBHOCTI. [lo-mpyre, TecTyBaHHS 3IHCHIOETHCS MHPOTITOM YChOTO
KHUTTEBOTO LIMKIIY PO3POOKH MPOrpaMHOro 3a0e3NeyeHHs], a He TUIbKHM Ha (DiHaJIbHOMY eTari.
GitLab migrpumye poGotry 3 CI/CD, TOoMy HOro pekoMeHIyeTbCs BUKOPHCTOBYBATH
CTYJEHTaM JUIsl IPAaKTUYHOI'O0 BUBUEHHS 3aX0/I1B Oe3MEeKU PpU Po3poOLll JOIATKIB.

[lin yac posrmsimy nurtaHHs npo 3axucT IIII B mporeci Horo po3poOKu AOLIIBHO
3BEpHYTH yBary CTYJEHTIB Ha 3axucHi MexaHi3mMu GitlLab, siki BUKOpPHUCTOBYIOTHCS Ha
KOKHOMY 3 €TarliB.

Ha modaTkoBOMy eTami CTYACHTH 3aCTOCOBYIOTH 3HaHHS 3 KOHTPOIO JIOCTYIy Ta
aBTeHTH(iKalii, HaOyBalOYM BMiHb Ta HAaBHUYOK pO3MOJALTY pOJed i KOpUCTyBauiB
(TechLead, Developer, CI/CD Developer, QA Engineer), mo BH3HA4YalOTh pPiBEHb MpaB Ha
BHECEHHS 3MIH 0 MPOEKTY, a TaKOX BUKOPHCTAaHHS IBOGAKTOPHOI aBTEeHTHdIKalii i
M1 IBUIIICHHS O€3TEKHU.

HactynHuM KpoKOM € CTBOpPEHHS MapajielbHHUX JIHIM po3poOKHU KOy — TUIOK, SIKi
BUKOPHUCTOBYIOTHCS JIJIsl 130JISI1i1 3MIH y KO, IO JTO3BOJISIE TECTYBAaTU Ta TMEPEBIPATH 1X
0e31eyHo, 3amo0iraloyu BUIIAKOBOMY BHECEHHIO MOMIJIOK a00 BPa3JIMBOCTEH y CTaOlJbHY
BEPCIIO TPOIYKTY.

[Tin gac 3aBaHTa)kKeHHSI KOAY CTYICHTH OadaTh, K Oe€3leKa IHTETPYEThCS HAa PaHHIX
eTarnax: 3aBaHTAXKEHHS KOJAY 3allyCKae aBTOMAaTHU4HY 30IpKy, sIKa MEpEeTBOPIOE KOI Y
BUKOHYBaHUN o00pa3. OOpa3 mHpoXOJWTh aBTOMAaTH4YHE CKaHYBaHHS Ha YpPa3JIUBOCTI Ta
BUIMOBIIHICTh TOMITHKaM Oe3neku. ABTOMAaTHYHE CKaHYBaHHs Bpas3lIMBOCTEH 3a0e3reuye
Oe3reky o00pasy. SIkmo CckaHyBaHHS BHSBIISIE TPOOJEMH TPU CTBOPEHHI 00pasy,
aBTOMAaTH3allisl 3alyCcKae BUIPABIEHHS Ta IOBTOPHO po3ropTae o6Opa3. [loTiM 3HOBY
pO3ropHyTHIl 00pa3 MPOXOIUThH MOBTOPHE CKaHyBaHHS Ha HasBHICTH ypasziuBocTeil. O0pas,
SIKAA TIPOXOJUTH LIEH payH]I MEpeBipoK Oe3meKu, 30epiraeTbes B cxosuwi apmedaxmis 1 €
MPUAATHUM 7Sl MOJAJBLIOT0 BUKOPUCTAHHA. TakMM UYMHOM JEMOHCTPYETHCS Ba)KJIMBICTh
aBTOMAaTH3aIlii Ta KOHTPOJIIO IIJIICHOCTI MPOAYKTy. TakoX CiIijl 3BEpHYTH yBary CTYJEHTIB Ha
Te, 110 MONepeHbO HANAIITOBAHI MpaBa KepyBaHHsA iAeHTU(Dikaliero Ta nocrynom (IAM) no
o0pa3iB y peno3uTopii TapaHTYIOTh, IO JOCTYN 10 o00pa3zy 30ipKH MAaTUMYyTh JIMIIIE
aBTOPU30BaHI KOPUCTYBaYi.

Y TOli Yac, KOJIM CTYAEHTU 3aBEpIIMIN POOOTYy HaJ BJIACHUMHU TUIKaMHU 1 MaroTh
HEOOXIHICTh 3JIUTU BHECEHI 3MIHM 3 PI3HUX MapalielbHUX JiHIA PO3poOKH B OIHY 3
rojoBHuX rimok dev abo main (master), 3miliCHIOETBCS Tpoliec xommpoato 3min (Merge
request); e Hajae MOXJIMBICTH IHIIUM YI€HaM KOMaHAM MEPErNISHYTH KOJ, 3aJIUIINTH
KOMEHTapi Ta MepeBipUTH BIAMOBIIHICTh CTaHAApTaM, 110 3aro0irae BHECEHHIO TTOMMIOK 200
BpasnuBocTel. y GitLab merge uacto cynpoBomkyerhes 3amyckoM CI/CD-koHBeepa, sKHii
BUKOHY€ 301pKy, TECTH 1 CKaHyBaHHs Ha ypas3nuBocTi. Lle 103Bosse BUSBUTH NpoOiIeMH 10
TOTO, SIK 3MIHM MOTPAIUIATE Y CTaOUIbHY TiiKy. [lepernsn poGoTH KOHBEEPY 1 MOCIiAOBHOCTI
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BUKOHAHMX CTafiid, ctBopeHux y (aitmi CI/CD nponeMoHCTpoBaHO Ha pUCYHKY 1.
Ha mpoMy etami CTyIEeHTH NPOJOBXKYIOTH 3HAWOMUTHCS 13 3axoiamMu Oe3MeKu,
iHTerpoBannmu y DevSecOps-miporiec.

Merge branch 'fix/myfix-1' into ‘'main’
@ Passed  Anna Puzikova created pipeline for commit 3dcbbe4g [ 3 minutes ago, finished 46 seconds ago

For main

latest branch €O 4 jobs 1) 3.08 (U 2 minutes 26 seconds, queued for 1 seconds

Pipeline  Jobs 4 Tests 0

build test deploy
@ hbuild-job 5] @ lint-test-job = @ deploy-job ]
@ unit-test-job <

Puc. 1. Pezynomamu pobomu ClICD-konseepa na xoosicuitl iz cmaditl 36ipxu, mecmyanst i po320pmanisi

3aBmaHHs JUIsi BUKOHAHHS Ta 3aX0JW O€3MEKH, SKI pealli3yloThCs MMl Yac BUKOHAHHS
[IMX 3aBllaHb, HaBeJeHI B Ta0ImI 1.

Taomums 1
Ilepenik 3a60anv ma enposadiicenux 3ax00ie de3neku
3agoanns 3axodu beznexu
1. 3apeectpyBatuch Ha GitLab. 3abe3nedeHHs 0€3MeYHOro AOCTYILY Yepe3 CTBOPSHHS
00JIIKOBOT'O 3aITUCy Ta BCTAHOBJICHHS 1BO(AKTOPHOT
aBTeHTH(DIKAITII.

2. CrBoputy HOBuil mpoekT B GitLab. ABTOMaTH4HE 3aCTOCYBaHHS 0A30BUX MpaB JOCTYITY Ta

HaJalITYBaHHS IPUBATHOCTI IPOEKTY ISt OOMEKESHHS
JIOCTYITY CTOPOHHIX KOPUCTYBaUiB.

3. CrBopuTtH KopucTyBadis TechlLead, Bu3HaueHHs mpaB JOCTYIy Ui 3aXHCTy PEMO3UTOPII0
Developer, CI/CD Developer, QA Ta yIPaBJIiHHA 3MiHAMH.

Engineer.

4, CrBoputn rinmku mpoekry (Dev, Main, | [3omsmist 3mid a1t GesmeuHol po3pOOKH Ta TeCTyBaHHS
Fix). 0e3 BIUIMBY Ha CTaOUIBHY BEPCIIO.

5. Bceranosutu Git Ha JTIOKaTpHY MAITUHY. lapantyBanas 1imicHocTi Ta Oe3mewHoi poboTtu 3

JIOKAJIbHAMH KOIIiSIMH PETIO3UTOPIIO.

6. KmonyBatn pemosuropiii mpoekty Ha | Bukopucrtanus 3axumenoro 3’egmanHs (HTTPS a6o
JIOKaJTBHUA KOMIT FOTEP. SSH) myist 6e3nmeYHOoro OTPUMAaHHSI KOJTy.

7. CrBoputi  ¢aiin  .gitlab-ciyml  na | Busnauenns  aBromatm3oBanux  eramiB  CI/CD,
JIOKAJIGHIM MAIlvHI 1 3aBaHTXXUTH WOTO y | BKIIIOYAIOYM TECTYBAaHHS 1 CKaHyBaHHSA Ha ypa3iHBOCTI
mpoekT B GitLab. Juis 3a0e3neueHHst Oe3meuHoi 30ipKH.

8. Honaty B ipoekT Qaiin 3 BmacHUM kofoMm i | KoHTpone  Bepciii  Ta  mepeBipka  aBTOpH3amii
3aBaHTAXXUTH HOTO y poekT B GitLab. KOpHCTyBaua IIepell BHECEHHSAM 3MiH; 3a0e3rmedeHHs

130J1s11il 3MiH BiJf cTaOUIBLHOI TIKH.

9. [epernsHyTH pe3ynbTaTd (;morm) | Mepesipka ycminmmocTi 36ipKu, TPOXOKEHHs TECTIB i
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BUKOHaHHA pOOIT Ha CTafisiX KOHBEEPY, | pe3yibTaTiB aBTOMAaTHYHOTO CKaHyBaHHS Ha Oe3IIeKy.
omucanux y daitmi .gitlab-ci.yml.

10. Brectu JokanpHO 3MiHU Y (aiin npoekty i | 3a0e3neucHHs 0€3MeYHOro KOHTPOIO 3MiH, CTBOPCHHS
3aBaHTaXUTH iX y mpoekT B GitLab. KOMITIB Ta MOIMBICTb TIEPEBIPKM HA KOHQIIKTH Tepe]

3IUTTSM (merge).

11. | Hepernsnytu pe3ynpTaTu (;rorn) | Kontpomns sikocTi Ta 6e3neKku Koy, IMiATBEPDKEHHS, 10
BUKOHaHHA pOOIT Ha CTafisiXx KOHBEEPY, | BHECECHI 3MIHM HE MOPYIIYIOTh HMONITHKH OE3MEKH Ta He
omucanux y daitni .gitlab-ci.yml. MICTSITh BPa3JIMBOCTEH.

Ha nymky aBTOpiB, BUKOHAHHSI LMX 3aBJaHb CHpUs€ (OPMYBAHHIO Y CTYICHTIB
PO3YMIHHS TOTO, IO 3aX0JW OE3MEeKH € HEBIJ EMHOIO CKJIAJIOBOIO IPOIECY PO3POOKU Ta
posropranns I1I1 y pamkax crparerii DevSecOps. CTyIeHTH Tak0X OTPUMYIOTh 3HAHHSI PO
Te, IO BHWKOPHCTAaHHS KOHBEEpa MporpamHoro 3abesmedeHHs cnpusie 3axucty [T Big
MOMWIOK, BpAa3JIMBOCTEHl Ta HEKOHTPOJIbOBAaHMX 3MIH, 3a0e3Meuylodd aBTOMAaTH30BaHE
TECTYBaHHs, KOHTPOJb SKOCTI KOAy, Oe3rnedHe OO0 ’€IHaHHS 3MIH 1 PO3TOPTaHHS JIKIIE
MepeBIPEHUX BepCiii y cTablIbHOMY CEepeIOBUIIII.

Buxopucranns 3ananb 31 ctBopeHHs [III Ha ocHoBi meroponorii DevSecOps mae
MOXJTMBICTh MaKCHUMAaJIbHO HAaOJIM3UTH HABYAIBHY JISUIBHICTH CTYJIEHTIB /IO pEalbHUX yMOB
po6otu B IT-kommanii. KojexktuBHa poOoTa HaA MPOEKTOM JO3BOJISIE PO3TISIATH €Talu
po3pobku Il — mpoexktyBaHHA iHGOpMAIIHOI CHCTEMH, MPOrpaMmyBaHHS KOIy, 301pKy,
TECTYBaHHS, peJii3, pO3ropTaHHs, MIATPUMKY MPOEKTY, — 3 MOIJISAY OpraHizaiii KOMaHIHOI
poboTH, po3mapayieNtoBaHHsI 3aBlaHb, peamizamii 3axoniB Oesmeku IIIT tomo. Ile Takox
crpusie OUTHII TAMOOKOMY PO3YMIHHIO CKJIQJHMX KoOHIEenmid po3poOku IIIl, Takmx, sk
aBTOMaTH3allis MPOIECiB, KOHTEHHEpH3allis Ta MOHITOPUHT 1 3a0e3nedyeHHs HaAIiHOCTI
cucteM, Ta GOpMYBaHHIO KIIFOUOBHUX KOMITETEHTHOCTEH (haxXiBIlsg 3 KOMIT FOTEPHUX HAYK.

[Momanpmii  TOCHDKEHHST MOXYTh OyTH CHOpSMOBaHI Ha pPO3pOOKYy 3aBIaHb IS
MDKIIPEIMETHUX KOMILJIEKCHUX HaBUaJIbHHUX IMPOEKTIB, $AKI MaKCUMaJbHO BpaxoOBYIOTh
MoTpeOr Cy4acHUX CTYACHTIB 1 BUMOT'H PUHKY IIpaIii.
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